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There are various recommendation systems built on various state if the art techniques. But the significant problem with these systems are that users may not trust recommender system for multiple reasons like lack of explanation or inaccurate recommendation results.

Thus, we need to have a trust associated with this recommender system with which people can be able to embrace trustworthy recommenders. These ‘**trustworthy’** metric should consider how the recommender is able to leverage social relationship of user, how recommender is able to weed out noises, spams, how is recommender able to explain why it recommended those specific items.

Article aims to survey and explain about how authors have tried to achieve.

Brief outline of the article:

* Robustness:
  + Shilling Attack Detection
  + Deep learning-based Shilling attack detection
  + Generalized noises
  + Adversial noises
* Explain ability of recommendation system
  + Explanation of collaborative filtering
  + Explanation of textual data
  + Explanation if Visual Data
* Social Awareness
  + Auto Encoder based methods
  + Using reconstructed input for recommendation
  + Latent Representation for recommendation
  + RNN, GNN based models
  + Hybrid Methods
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